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Úvod
Cílem tohoto dokumentu je popsat požadavky na revizorský systém Integrované dopravy Středočeského kraje (IDSK), který má umožňovat provádění revizorské kontroly v systému Pražské integrované dopravy (PID) včetně takzvaných mezikrajských linek.
Zařízení pro zajišťování přepravní kontroly (dále „revizorské zařízení“ nebo „revizorská čtečka“) musí umožnit kontrolu elektronické podoby jízdních dokladů, kontrolu elektronické verze dokladu totožnosti, přijetí platby, tisk dokladů a přenos informací do podpůrné aplikace dle specifikací tohoto dokumentu.
Předmět dodávky
Předmětem plnění veřejné zakázky je dodávka HW a SW revizorského systému pro možnost vykonávání revizorské kontroly v systému PID včetně systémů překrývajících se s PID. V rámci této zakázky bude Zadavateli poskytnuto následující plnění:
1. Dodávka revizorských zařízení, a to včetně operačního systému a licence potřebné k provozu tohoto operačního systému. Revizorské zařízení musí odpovídat specifikacím dle kapitoly 2.1. Revizorské zařízení musí disponovat funkcemi dle kapitoly 2.2.
2. Obslužný SW pro správu revizorských čteček, a to včetně licence k tomuto SW. Specifikace SW pro správu revizorských čteček je v uvedena v kapitole 2.3.
3. Dodávka SAM modulů a jejich instalaci do jednotlivých revizorských zařízení. Každé dodané revizorské zařízení bude vybaveno všemi SAM moduly potřebnými k zajištění funkcionality dle kapitoly 2.1. Dodávka SAM modulů podléhá specifikacím uvedených v kapitole 2.4.
4. Dodávka SIM karet a jejich instalaci do jednotlivých revizorských zařízení. Specifikace SIM karet je uvedena v kapitole 2.4.
5. Zajištění provozu SW pro správu revizorských čteček na HW Dodavatele v režimu 24/7 s garantovanou dostupností.
6. Zajištění školení vybraných zaměstnanců IDSK dle kapitoly 2.5.
7. Vypracování realizačního projektu této zakázky dle kapitoly 2.6.
8. Poskytnutí nezbytné dokumentace pro řádné užívání dodaného plnění, a to minimálně v rozsahu:
a. tištený nebo elektronický návod pro revizorské zařízení v českém jazyce;
b. elektronický návod obsluhy SW pro správu revizorských zařízení v českém jazyce, součástí návodu bude seznam a vysvětlení stavových a poruchových hlášek revizorských zařízení.
9. Doprava jakéhokoliv předmětu plnění této zakázky do místa plnění.
10. Poskytnutí podpory a údržby systému po sjednanou dobu a za dále vymezených podmínek.
11. Ochranná pouzdra v počtu dodaných revizorských zařízení. Ochranné pouzdro musí umožnit provedení všech funkcí bez vyjmutí z pouzdra.
12. Služby rozvoje aplikačního vybavení dle kapitoly 2.8.
13. Zajištění služeb acquirera dle kapitoly 2.9.
[bookmark: _Ref213232596]Specifikace revizorských zařízení
Zadavatel poptává kompaktní zařízení zamýšlené pro práci v prostředcích hromadné dopravy. Za tímto účelem jsou definovány požadavky:
· Snadné uživatelské ovládání.
· Operační systém Android verze 9.0 a novější.
· Odolnost proti mechanickému poškození. Zařízení bez ochranného pouzdra musí odolat pádu z výšky 1,2 m na pevnou plochu (podlaha vozidla, beton).
· Spolehlivá funkčnost v teplotním rozmezí 0 až 40 °C.
· Maximální rozměry: 200 mm x 100 mm x 70 mm.
· Maximální hmotnost s vloženou baterií: 500 g.
· Barevný podsvícený displej s úhlopříčkou aktivní částí minimálně 5“ a rozlišením minimálně 1280x720 pixelů.
· Čtečka čipových karet s podporou:
· Funkce tokenizace v offline režimu s udržováním aktuálních whitelistů a blacklistů;
· Karet Mifare Classic, Mifare DESFire EV1, Mifare DESFire EV3 a v souladu s pokyny vydavatele karty;
· Bezkontaktních čipových karet dle ISO 14443 A/B v souladu se standardem pro komunikaci se SAM dle normy ISO 7816 a v souladu s pokyny vydavatele karty;
· Platebních karet (kontaktně i bezkontaktně) vydávaných alespoň asociacemi VISA a MasterCard dle požadavku PCI DSS a podmínek platebních asociací včetně funkční tokenizace, certifikace a blacklistů, v podobě fyzických karet, karet emulovaných nositelnou elektronikou a karet v mobilní peněžence (Google Pay, Apple Pay) dle MDES a VTS standardů, kdy Zadavatel při jakékoliv z těchto platebních metod nezjistí citlivé údaje zákazníka.;
· Komunikace i ve standardu dle ISO 18092:2013 pro oblast technologie NFC;
· Všechna zařízení musí v souvislosti s akceptací platebních karet splňovat požadavky a být certifikovány na dobu alespoň 5 let od akceptace předmětu veřejné zakázky.
· Optická čtečka 2D kódů pro rozpoznání kódů tištěných i zobrazených na displeji zařízení cestujícího. Funkce optické čtečky může být zajišťována fotoaparátem zařízení.
Dále jsou definovány minimální HW požadavky každého dodaného HW zařízení:
· Procesor s frekvencí 1 MHz.
· 2 GB RAM.
· 8 GB úložiště.
· GNS modul (určování polohy pomocí GPS).
· GSM modul pro mobilní síť 4G/LTE nebo 5G.
· Wi-Fi modul.
· USB port typu C s možností přenosu dat.
· Zadní fotoaparát 5 Mpx.
· Dostatečný počet SAM slotů, které nebudou využívány pro rozšíření vnitřní paměti nebo pro SIM kartu, za účelem splnění požadavků na funkce.
· USB port typu C pro nabíjení, je možné kombinovat s portem pro přenos dat.
· Akumulátor s dostatečnou kapacitou pro 10 h běžného provozu v zimním období s průměrnou denní teplotou 0 °C. Běžným provozem se rozumí kontrola jízdních dokladů, přijímání plateb, tisk dokladů a další činnosti jako zaměřování polohy a síťová komunikace. Životnost akumulátoru musí být alespoň 1 rok.
Pro každé revizorské zařízení musí být dodán 1 komplet nabíjecího příslušenství pro běžnou zásuvku 230 V. Nabíjecí příslušenství musí být dostatečně výkonné tak, aby doba nutná k úplnému nabití revizorského zařízení nepřekročila 5 hodin.
Zadavatel připouští možnost nabídnout kvalitativně a technicky obdobné řešení např. v podobě zařízení složeného z více samostatných zařízení integrovaných do jednoho konstrukčního celku, pokud splní všechny kladené požadavky a nepřekročí kladené limity.
[bookmark: _Ref213232609]Požadované funkce
Zadavatel poptává zařízení umožňující kontrolovat a identifikovat všechny cestující v linkách PID, včetně takových, které mohou být zároveň tarifně zařazeny do jiných IDS. Za tímto účelem jsou definovány požadavky na funkcionalitu. Revizorské zařízení má pravidelně odesílat data pro zpracování obslužným SW, minimálně v rozsahu, aby byla naplněna požadovaná funkcionalita obslužného SW.
Revizorské zařízení a všechny jeho funkce musí být v souladu s podmínkami zákona č. 110/2019 Sb., o ochraně osobních údajů ve znění pozdějších předpisů, a dále Nařízení Evropského parlamentu a Rady (EU) 2016/679 o ochraně fyzických osob v souvislosti se zpracováním osobních údajů. V souladu s legislativou musí být i přenos dat mezi revizorským zařízením a SW pro jejich správu.
Pro případné budoucí rozšíření funkcionality je požadováno umožnění instalace aplikací třetích stran vyvíjených pro operační systém Android. Mezi takovými aplikacemi je nutné uživateli umožnit jednoduché přepínání tak, aby byl co nejméně narušen průběh revizorské kontroly ve vozidle.
Ochrana proti zneužití
Revizorské zařízení musí být schopné ochrany proti zneužití například zadáním PIN kódu nebo hesla.
Každý revizor musí mít přiděleno unikátní přihlašovací identifikátor a heslo (PIN). Přihlašovací údaj generuje Zadavatel samostatně.
Kontrola platnosti osobních údajů
Revizorské zařízení musí být schopné provést kontrolu platnosti dokladu totožnosti ze stránek https://mv.gov.cz/. Za tímto účelem funkce umožňuje zadání čísla a typu dokladu totožnosti. Výsledkem kontroly je informace, zda se zadaný doklad nachází v databázi neplatných dokladů.
eDoklady
Revizorské zařízení musí být schopné provést ztotožnění pomocí státní aplikace eDoklady za dodržení podmínek kladených daných systémem. Ztotožnění probíhá na jméno Zadavatele a Zadavatel se zavazuje k součinnosti spojené s poskytováním příslušných certifikátů.
Informace získané ztotožněním musí být minimálně v rozsahu: celé jméno, datum a místo narození, adresa pobytu, číslo dokladu, fotografie.
SJT
Revizorské zařízení musí být schopné kontrolovat jízdenky Systému jednotného tarifu (SJT) – OneTicket dle platné dokumentace. Nosičem jízdenky jsou:
· papírová jízdenka s QR kódem;
· elektronická jízdenka s QR kódem v mobilní aplikaci.
Revizorské zařízení musí být schopné získat a zobrazit dodatečné informace (počet cestujících, jméno cestujícího, trasa…), pokud jsou součástí jízdenky. Dále musí být schopné ověřit, že jízdenka nebyla zneplatněna (vrácena). Výsledek kontroly má svým rozsahem odpovídat výsledkům kontroly dle kapitoly 2.2.5. 
Revizorské zařízení musí být dále schopné kontroly příslušného věrnostního systému v papírové i elektronické podobě.
[bookmark: _Ref215209939]Jednotlivá IDS
Revizorské zařízení musí být schopné kontroly elektronické a strojově čitelné podoby jízdních dokladů (jednotlivé i dlouhodobé) vyjmenovaných IDS ve všech podporovaných podobách, které jsou uznávány dle příslušných tarifů na území Středočeského kraje, a za tímto účelem pracovat s příslušnými whitelisty nebo blacklisty, které se stahují automaticky a jejichž aktualizaci lze vynutit i manuálně. Vyjmenované systémy jsou:
· PID (Praha a Středočeský kraj),
· IDOL (Liberecký kraj) – podpora Opuscard I není vyžadována,
· IREDO (Pardubický a Královehradecký kraj),
· VDV (Vysočina),
· IDPK (Plzeňský kraj),
· IDOK (Karlovarský kraj),
· DÚK (Ústecký kraj).
Výsledkem kontroly je barevně signalizovaná informace o tom, zda cestující disponuje platným jízdním dokladem pro zvolené pásmo (lokalitu) a dále seznam všech dalších jízdenek na nosiči (respektive přiřazených k identifikátoru) a dalších informací o produktech (např. zobrazení čísla jízdenky, čísla dopravní karty, profilů, zůstatku elektronické peněženky…), které jsou pro daný doklad dostupné. Dále je zobrazen čas, vůči kterému proběhlo porovnání časové platnosti jízdenky, respektive čas, kdy byla kontrola provedena.
Příprava pro IDS JK
Revizorské zařízení musí být dále připraveno (pamětí, SAM slotem…) na budoucí zavedení kontroly elektronické podoby jízdních dokladů Integrovaného dopravního systému Jihočeského kraje. Výsledek kontroly má svým rozsahem odpovídat výsledkům kontroly dle kapitoly 2.2.5.
Ověřování SMS jízdenek
Revizorské zařízení musí být připraveno (pamětí…) na případné zavedení kontroly SMS jízdenek PID dle podmínek vydavatele. Za tímto účelem jsou uvažovány SMS jízdenky PID vydávané dle tarifu PID na území Prahy. Výsledek kontroly má svým rozsahem odpovídat výsledkům kontroly dle kapitoly 2.2.5.
Relační jízdné
Revizorské zařízení musí být schopné kontrolovat elektronické jízdenky vydávané na vyjmenovaných linkách PID tzv. „relační jízdné“ včetně kontroly rezervovaného místa a kontroly, zda doklad nebyl zneplatněn. Výsledek kontroly má svým rozsahem odpovídat výsledkům kontroly dle kapitoly 2.2.5.
Přijetí platby přirážky za porušení SPP a Tarifu
Revizorské zařízení musí být schopné přijmout bezhotovostní platbu od cestujícího, který porušil SPP a Tarif. Po přijetí platby musí být schopné vydat potvrzení o úhradě ve dvou dokladech: pro zákazníka a pro revizora. Výše přirážky zpravidla přesahuje částku 500 Kč, tudíž musí být nezbytné umožnit zadání PIN kódu. Vybíranou částku vybírá revizor z definovaných částek dle výše přirážek stanovených ve SPP PID a zároveň je mu umožněno zadat ji v libovolné výši.
Tisk je prováděn technologií termotisku.
Revizorské zařízení musí umožňovat kompletní a částečné stornování poslední provedené platby.
Vystavení potvrzení o přijetí platby hotově
Revizorské zařízení musí být schopné vydat potvrzení o úhradě přirážky v hotovosti. Potvrzení se vydává ve dvou dokladech: pro zákazníka a pro revizora. Vybíranou částku vybírá revizor z definovaných částek dle výše přirážek stanovených ve SPP PID a zároveň je mu umožněno zadat ji v libovolné výši.
Tisk je prováděn technologií termotisku.
Revizorské zařízení nesmí umožnit stornování evidence žádné platby hotovostí.
Doba kontroly
Zadavatel požaduje, aby čtení a kontrola jízdních dokladů nepřekročila od doby přiložení (načtení) do doby vyhodnocení 2000 ms. Vyhodnocením je myšleno zobrazení výsledku kontroly na displeji revizorského zařízení.
Sledování polohy
Po dobu, kdy je k zařízení přihlášen revizor, revizorské zařízení sleduje polohu zařízení a ukládá ji nebo odesílá do SW pro správu revizorských zařízení. Sledování polohy je prováděno ve vhodném intervalu s ohledem na výdrž baterie, ne častěji než 1x za minutu, a ne méně častěji než 1x za 2 minuty.
Ověřování průkazů ČSSZ
Revizorské zařízení musí být schopné kontroly QR kódu, který je součástí Potvrzení pro slevu na jízdném pro poživatele invalidního důchodu třetího stupně vydávaného Českou správou sociálního zabezpečení, dle podmínek vydavatele.
[bookmark: _Ref213232615]Obslužný SW
Provoz SW pro správu revizorských čteček zajistí Dodavatel na svém vlastním HW. Zadavatel bude k SW přistupovat formou webové aplikace. Obslužný SW slouží pro činnosti spojené se správou revizorských zařízení, správou revizorů a vyhodnocováním jejich činnosti. Za tímto účelem jsou kladeny následující požadavky:
· SW pro správu revizorských čteček musí být v souladu s legislativou, která definuje podmínky pro práci s osobními údaji, tj. 110/2019 Sb., o zpracování osobních údajů a dále Nařízení Evropského parlamentu a Rady (EU) 2016/679 o ochraně fyzických osob v souvislosti se zpracováním osobních údajů.
· SW pro správu revizorských čteček musí umožňovat zřídit jedinečný přístup pro každého uživatele tak, aby jednotlivým uživatelům bylo zabráněno přistupovat k jakýmkoli datům či zdrojům, které pro ně nejsou určeny.
· SW pro správu revizorských čteček musí umožňovat spravovat seznamy revizorských zařízení, revizorů a organizačních jednotek.
· SW pro správu revizorských čteček musí umožňovat evidovat a zpracovávat (včetně filtrování dle jednotlivých pracovníků a organizačních jednotek, data a času) přehledy o činnosti jednotlivých revizorů alespoň v zadaném rozsahu a výstupní sestavy exportovat v běžných formátech (pdf, xls, xml, csv, txt…):
· identifikátor revizorského zařízení a identifikátor revizora;
· poloha revizorského zařízení v čase;
· počet zkontrolovaných elektronických jízdních dokladů;
· zvolené parametry kontroly (pásmo, zóna, linka, spoj…);
· výsledky jednotlivých kontrol ve vazbě na zvolené parametry (číslo a typ identifikátoru, zvolené pásmo/zóna/linkospoj, přesný čas kontroly…) a identifikátor revizora, kde číslo platební karty je nutné zobrazovat pouze v rozsahu posledních 4 číslic tak, aby Zadavatel neměl přístup k osobním údajům cestujících;
· přehled udělených pokut s rozlišením pokut hrazených na místě hotově, na místě kartou a neuhrazených na místě s rozlišením, zda revizor odvedl příslušné peníze zástupci Zadavatele (který danou informaci zadává) a jejich součty;
· přehled verzi SW a databází stažených v jednotlivých revizorských zařízeních.
· SW pro správu revizorských čteček musí být vybaven uživatelským prostředím, které umožní Zadavateli exportovat data o na místě hrazených pokutách (včetně příznaku dle druhu platby) do ekonomického SW IDSK.
· SW pro správu revizorských čteček musí disponovat aktuálními verzemi blacklistů a whitelistů nutných pro plnění funkcí dle kapitoly 2.2 a umožnit jejich distribuci do revizorských zařízení.
· SW pro správu revizorských čteček musí umožnit zobrazení historie poloh získané příslušnou funkcí zařízení s historií alespoň 14 dní.
Veškerá data uchovávaná SW pro správu revizorských čteček v rámci této veřejné zakázky budou po ukončení smlouvy předána zadavateli dohodnutým způsobem, a to ve formátu definovaném zadavatelem (běžné formáty a jejich kombinace), kdy tento formát předá dodavatel zadavateli nejpozději 2 (dva) měsíce od obdržení písemného požadavku zadavatele. Zadavatel upozorňuje, že může převzetím takových dat pověřit jiný subjekt.
Zadavatel využívá SW Skeleton.net – konkrétně část SW Black, ve kterém zpracovává data o udělených pokutách. Součástí SW pro správu revizorských čteček musí být vybavena nástroji, které umožní přípravu dat pro SW Skeleton, případně jejich přímý export do SW Skeleton.
[bookmark: _Ref213232632]Specifikace SAM a SIM
Dodavatel zajišťuje SAM a SIM na vlastní náklady. SAM a SIM budou dodány už nainstalované v zařízení.
SAM
Každá revizorská čtečka musí být vybavena všemi SAM moduly tak, aby byla schopna plnit všechny požadované funkce bez jejich výměny. Připouští se sloučení SAM modulů různých IDS, pokud to vydavatele dovolují. Zadavatel se zavazuje k součinnosti nezbytné k získání SAM modulů.
SIM
Každá revizorská čtečka musí být vybavena SIM kartou.
Předmětem plnění dodavatele bude též úhrada nákladů za poskytování a provoz všech jednotlivých SIM karet dodaných v rámci této zakázky po dobu 5 let od jejich dodání Zadavateli.
Vybraný dodavatel je povinen zvolit a využívat takový tarif, který zajistí plnohodnotné fungování revizorských čteček po celou výše uvedenou dobu (především s ohledem na datový objem). Volba operátora a konkrétního produktu (tarifu) přísluší dodavateli.
[bookmark: _Ref213232645]Školení vybraných zaměstnanců
Součástí předmětu dodávky je i zaškolení Zadavatelem určených zaměstnanců v prostorách určených Zadavatelem, a to v rozsahu umožňující plné využívání dodaného odbavovacího systému (HW i SW) a jeho běžné údržby. Veškerá školení budou probíhat výlučně v českém jazyce ve vnitřních prostorách na území České republiky ve skupině do 15 osob.
Potřebné pomůcky zajišťuje svým zaměstnancům Zadavatel, ale školení probíhá na HW dodaném dodavatelem (revizorské čtečky) v rámci plnění této zakázky.
[bookmark: _Ref213232650]Realizační projekt
Před zahájením realizace předloží vítězný dodavatel Zadavateli k odsouhlasení Realizační projekt, který bude obsahovat:
· vstupní analýzu projektu,
· seznam osob, které tvoří Realizační tým dodavatele,
· podrobný časový harmonogram plnění předmětu veřejné zakázky,
· popis a definice způsobu předání jednotlivých funkčních celků projektu (přejímací řízení)
· návrhy vzhledu obrazovek revizorských zařízení (detaily grafického uživatelského rozhraní), které podléhají schválení Zadavatele
· předpokládaný obsah a délku školení a návrhy časového harmonogramu jejich realizace.
Licence
Součástí dodávky každého zařízení a každé kopie SW musí být poskytnutí časově neomezené a nevýhradní licence ke všem částem systému, kdy tato licence bude neomezená způsobem a rozsahem užití. Licence umožní zadavateli užívání díla všemi známými způsoby pro svou vlastní, výhradně interní potřebu, bez omezení.
V případech, kdy je požadováno, aby bylo dodáno zařízení včetně operačního systému, bude součástí dodávky také potřebná licence k provozu takového operačního systému.
Součástí dodávky každého zařízení, které akceptuje bezkontaktní platební kartu musí být i příslušná licence příslušné EMV aplikace.
Součástí dodaného SW pro správu revizorských zařízení bude časově neomezená a nevýhradní licence, kdy tato licence bude neomezená způsobem a rozsahem užití. Licence umožní zadavateli užívání díla všemi známými způsoby pro svou vlastní, výhradně interní potřebu, a to bez omezení.
[bookmark: _Ref213232690]Rozvoj
Součástí dodávky zařízení bude fond aplikačního rozvoje. Fond se vyjadřuje v jednotce man-day (MD), kdy dodavatel přiřazuje jednotlivým úkolům hodnotu man-day dle časové a personální náročnosti řešení úkolu. Jeden man-day (MD) se rovná 8 hodinám práce jednoho vývojáře. 
Součástí plnění zakázky bude 125 MD, které může Zadavatel čerpat libovolně v době od začátku plnění zakázky do doby 5 let od začátku plnění zakázky za účelem rozvoje a vývoje funkcionalit revizorských zařízení. Dodavatel se zavazuje poskytnout výsledky tohoto rozvoje do všech revizorských zařízení, které byly odebrány v rámci plnění této zakázky i které budou případně odebrány po dokončení takového rozvoje v rámci této zakázky.
Fond aplikačního rozvoje bude čerpán například za účelem implementace kontroly nových druhů elektronického jízdného.
[bookmark: _Ref214019301]Problematika akceptace platebních karet
Vybraný dodavatel musí jako součást nabídky zajistit nabídku na službu acquiringu (ve formě nabídky/smlouvy podepsané acquirerem), jejíž součástí bude:  
· Zajištění akceptace platebních karet na revizorském zařízení dle kapitoly 2.1;
· Dodávka certifikovaného SW platebních terminálů pro čtečky bezkontaktních platebních karet, které jsou součástí revizorských zařízení, a jeho aktualizace v průběhu trvání smlouvy s acquirerem včetně udržování SW v souladu s požadavky karetních společností a platné legislativy, kde Zadavatel nikdy nenese náklady na úpravy a aktualizace tímto způsobené;
· Tokenizace čísla platební karty, kdy tokenizace musí probíhat dle pravidel všech IDS vyjmenovaných v kapitole 2.2.5, pokud ji používají.

Acquirer musí plnit následující:
· Bude poskytovat elektronické výpisy o realizovaných a zúčtovaných transakcích a bude poskytovat součinnosti při reklamacích;
· Bude zprostředkovávat autorizaci transakcí;
· Bude převádět peněžní částky na určený bankovní účet Zadavatele, který může být veden u libovolné banky v České republice;
· Bude umožnovat zpětné převedení prostředků na účet držitele platební karty, což bude probíhat na základě písemného pokynu Zadavatele nebo obsluhou příslušného SW (např. v případě uznané reklamace);
· Garantuje, že na revizorských zařízeních umožní i platby vyžadujících zadání PIN;
· Garantuje, že Zadavatel nepřijde v rámci provozování dodaného revizorského systému přijít do styku s otevřenými čísly karet či dalšími citlivými platebními údaji;
· Používá SW pro platební systém, který je schválený mezinárodními asociacemi platebních karet, pokud taková povinnost existuje, a dodržuje všechna platná pravidla stanovená příslušnými karetními asociacemi;
· Poskytne SW umožňující případná manuální i automatická storna plateb Zadavatelem při zjištění závad ve funkčnosti;
· Poskytne Zadavateli na základě smlouvy call centrum dostupné v režimu 24/7 pro nahlášení nefunkčnosti služby platebního systému a elektronický kontakt pro nahlášení dotazů na funkcionalitu platebního systému, problémy s testováním či implementací a pro předávání reklamací na funkčnost platebního systému.
· Bude poskytovat Zadavateli informace o stavu řešení reklamace do dvou pracovních dnů od jejího obdržení.     
· Peněžní prostředky za realizované transakce na revizorských čtečkách (platba pokuty, platba jízdního dokladu) budou převedeny na účet Zadavatele nejpozději na konci prvního pracovního dne následujícího po dni, v němž nastal okamžik přijetí platebního příkazu a kterým je den doručení účtovací zprávy o provedení karetní transakce do banky Zadavatele od acquirera. Připadne-li okamžik přijetí platebního příkazu na dobu, která není provozní dobou banky, platí, že platební příkaz byl přijat na začátku následující provozní doby banky. 
· Pro zúčtování transakcí a odměn může Zadavatel stanovit bankovní účet, který není veden u Acquirera. Pokud by bylo nezbytné, aby měl Zadavatel bankovní účet u poskytovatele služeb acquiringu, pak veškeré náklady za přiměřenou správu včetně poplatků za odchozí a příchozí platby, poplatků za transakce, aj. jdou na vrub poskytovatele služeb acquiringu (respektive poskytovatel služeb acquiringu vede takový účet bezúplatně). 
· Převáděné částky budou identifikovány variabilním symbolem.
· Bude vyřizovat reklamace či stížnosti Zadavatele ve lhůtě maximálně 30 dní.
· Bude disponovat schváleným, funkčním a provozně bezchybným řešením v rámci zajištění provozuschopnosti HW a SW pro akceptaci a zpracovaní transakcí plynoucích z odbavení bezkontaktní platební kartou ve vozidlech Zadavatele.
· Bude Zadavateli umožňovat vedení elektronického archivu transakcí po dobu min. 30 dnů.
[bookmark: _Toc90234317]Odměna za služby Acquirera
Účastník jako součást nabídky předloží acquirerem garantovanou výši odměny za služby poskytované acquirerem, kdy musí být splněno následující:
· Odměna za služby acquirera uvedené v kapitole 2.9 bude pevná procentuální sazba z celkového finančního objemu všech transakcí uskutečněných pomocí platebních karet na revizorských zařízeních IDSK,
· Která nesmí přesáhnout 2,00 %;
· Kdy odměna acquirera musí zahrnovat cenu za veškeré služby související s akceptací platebních karet na revizorských zařízeních (tj. včetně licence k platebním aplikacím a služeb údržby platebních aplikací, aj.), a s řešením případných reklamací souvisejících s použitím platebních karet při platbě na revizorských zařízeních.
· Výše odměny acquirera bude garantována po dobu 60 měsíců od podpisu smlouvy mezi Zadavatelem a Acquirerem.
· Acquirer nebude oprávněn požadovat jakékoliv dodatečné platby nad rámec sjednané odměny.
[bookmark: _Hlk157154061]
Předmětem odměny acquirera nejsou:
· Jednorázové náklady na vytvoření a dodávku a instalaci certifikované SW aplikace (podlicence včetně instalace) pro platební terminály umístěné v revizorském zařízení) – tyto náklady jsou součástí ceny revizorského zařízení.

Zadavatel požaduje, aby odměna Acquirera byla hrazena tak, že celá úhrada realizovaného jízdného bude maximálně v týdenní periodě zasílána na určený bankovní účet Zadavatele (tj. bez stržení poplatků za služby acquirera). Poplatky acquirera za služby acquirera pak budou acquirerem vyčísleny a na základě samostatného smluvního vztahu mezi Zadavatelem a acquirerem maximálně 1x měsíčně fakturovány Zadavateli.
[bookmark: _Hlk214019894]Zadavatel pro potřeby stanovení odměny za služby acquirera uvádí následující data:
	Měsíc
	Počet aktivních revizorských zařízení
	Počet transakcí
	Celkový objem v Kč

	září 2025
	13
	351
	553 400

	říjen 2025
	20
	590
	929 900

	listopad 2025
	24
	770
	1 165 400



Dále zadavatel uvádí, že nejběžnější objem jedné transakce činil 1 500 Kč. Výhledově zadavatel očekává mírný růst průměrného objemu transakcí na jedno zařízení. Pro účely stanovení nabídkové ceny v tabulce v příloze č. 3 zadávací dokumentace je kalkulováno s průměrným měsíčním obratem ve výši 50 000 Kč na jedno zařízení. Zadavatel předpokládá, že průměrný měsíční objem transakcí na jedno zařízení bude v dlouhodobém horizontu v zásadě konstantní bez ohledu na to, kolik zařízení bude v daném měsíci aktivně provozováno vzhledem k relativně malému pokrytí spojů revizory.
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